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Civil Defence and Emergency 
Management Act

Compliance with Act is based upon the 4 R’s

• Reduction
• Readiness
• Response
• Recovery



The Transpower Network



Business Continuity Management

• Executive Crisis Management Plan
• Business continuity plans for core 

functions
• Emergency response procedures for asset 

management and system operation
• Contingency Plans for specific events
• Exercises



Risk Reduction

• New equipment to latest standards
– Accelerating asset replacement programme

• National vulnerability review programme

• Programme of works developed as review 
programme progresses



• Each substation is assessed at approximately three 
yearly intervals 

• Substations assessed at component level for vulnerability 
from damage as a result of major hazards

• A vulnerability chart is completed for each site and 
explanatory photographs taken

• Remedial actions recommended

Review Programme



Typical Vulnerability Chart





Example of photos taken for each site











Hazards Assessed
• Seismic
• Liquefaction potential
• Landslide
• Volcanic Eruption
• Severe Flooding
• Severe Snow Storms
• Severe Wind Storms
• Tsunami (where applicable)
• Fire Hazards
• Any other relevant Hazard



• Reports provided to Transpower Maintenance Managers 
for action.

• Action generally undertaken through maintenance 
contractors

• Progress tracked to verify implementation

• Remedial Options
– Mitigate
– Manage
– Eliminate

Acting on the Reports



Some examples of vulnerabilities



Back up batteries not as secure as they could be



Unsecured wheeled furniture in relay room



Paper on equipment potential fire hazard



Light unframed garden sheds in switchyard



Equipment vulnerable on shelving



Unsecured furniture including fax’s etc



Some older equipment vulnerable to major earthquakes



Some transformer hold down not as 
robust as could be



Insecure storage



• Many examples of best practice, but …
• Vulnerabilities vary across the network 
• Treatments for vulnerabilities inconsistent

– Good practice in one area not found in another
– Failing to share

• Three year cycle of reporting provides
– Assurance of implementation
– Continuous learning
– Continuous improvement
– A war of attrition

Issues



Some examples of best practice



Transformer bank well restrained



Robust transformer restraint



Modern three phase transformer built to 
current standards



Robust hold down systems



Equipment on robust support stands



Example of seismic strengthening of an existing building



Back up batteries well packed and strapped down



Even small Comms batteries restrained



Small equipment within cabinets restrained



Important manuals restrained within shelving



Furniture and equipment restrained (Gisborne prior to earthquake)



Restrained furniture in relay room (Gisborne prior to earthquake)



Computer equipment restrained on desk



Secure storage



Secure storage
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